
 No limit to access points or users: scale your operations based on your current needs
 Profiles: Personal and organisation profiles
 Different rights levels: owner, admin, user
 Access types: digital key credential based mobile access, pin-code, RFID, digital key credential 

based web link, remote access
 Access limits: full, temporary (date & time, count, or date & time with count)
 Each access is personalised with user phone number or email
 Extended entry: schedule periods to leave doors unlocked
 Multiple access sharing
 Assign address to each access point
 Real-time access monitoring: review specific accesses through filters, or export full data with .csv 

files
 Securit

 Data is secured and hosted in EU (AWS)
 Secured using powerful AES128 encryption.

Enrich your access control

with secure Mobile Keys

Connectivity | Accessibility | Security | Efficiency | Sustainability

© Smart MasterKey — All rights reserved. smartmasterkey.com

Cloud-based physical 
access control platform



© Smart MasterKey — All rights reserved.

Customer support
support@smartmasterkey.com

smartmasterkey.com

Sales
sales@smartmasterkey.com

Enrich your access control

with secure Mobile Keys

Connectivity | Accessibility | Security | Efficiency | Sustainability

Mobile access
 Digital key credential based personalised access
 Tap or shake to open
 Remote access
 Tap against NFC sticker to automate door opening.

Pay & Go
 Create offers, charge rent, and share access 

seamlessly.

Customisation
 White label: use Smart MasterKey solution with 

your own branded web and mobile app interfaces
 API integration: integrate our access control 

functionalities to your own mobile apps with SDK
 SDK readiness: integrate our solution via API 

endpoints to your IT system for access control 
process automation.
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